


Thus, manufacturers may hesitate to deploy IoT tech-
nology unless is solves problems they can’t address 
with an analog fix. For instance, at ATS, one of our 
customers had a packaging machine that used to con-
sistently fail after X number of boxes. The empty box 
would jam the whole production, resulting in expensive 
downtime. So, they positioned a powerful fan to blow 
on the production line. If a box was empty, it would get 
blown off the line.

This is an elegant fix, but giant fans can’t prevent the 
most insidious breakdowns: the ones that seem invis-
ible and unpredictable. Equipment can fail for many 
different reasons. Abnormalities in temperature or 
pressure could overheat the machine; lubricants may 
need to be replenished; O-rings can wear out.

Unlike the box that gummed up my customer’s opera-
tion, we can’t normally detect and prevent these prob-
lems without vigilant monitoring of their symptoms. 
That is why predictive maintenance, powered by IoT, 
could reduce factory costs by 10 to 40 (by McKinsey’s 
estimate). More causes of breakdowns are invisible 
than visible. 

The Gamble
I see IoT predictive maintenance taking off before 
“operations optimization” because of how people 
think about economic choices. Psychologists Daniel 
Kahneman and Amos Tversky have shown convinc-
ingly that human beings fear losses more than they 
value equivalent gains. In other words, preventing 
breakdowns is psychologically more rewarding than 
improving the efficiency or productivity of an oper-
ation. This is especially true in vertical like the auto 
industry, where Nielsen Research found that downtime 
costs an average of $22,000 per minute.

If predictive maintenance does become the gateway 
to widespread industrial IoT, what will adoption look 
like?

First, manufacturers will need to set up wireless net-
works so they efficiently collect and transport data. 
They will need to either own or lease data infrastruc-
ture that can aggregate data from this network and 
rapidly make it available for analysis.  

Second, they will need to install a variety of IoT sen-
sors that collect data on temperature, pressure (e.g. 
for hydraulics, fluids, air, etc.), weight, closures and 
vibration. These sensors have to be ruggedized so 
they can survive in extreme environments. Heat, dust, 
grease, pressure and corrosive chemicals can over-
whelm all but the toughest sensors.

Third, manufacturers will have analyze sensor data for 
patterns and apply what they discover. Let’s say the 
data reveals that one machine normally operates at 72 
degrees and fails at 78 degrees. It would make sense 
to set 75 degrees as the trigger temperature that 
warns maintenance about the looming breakdown. 
Similarly, if X level of vibration indicates that a bearing 
is near failure, sensors must trip warning systems at a 
value below X. In all cases, this step will involve finding 
thresholds and setting triggers that allow maintenance 
teams to react before problems occur.

Industry 4.0 is one of the fastest growing and most 
valuable sectors of IoT because it could have a multi-
trillion dollar impact. However, manufacturers will have 
to take risks now and commit to this vision if we are to 
realize the full potential of IoT within 10 years.
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